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Kundeeksempel:   
Schweizisk forsikringsudbyder 
– Europa  

KUNDEPROFIL

UDFORDRINGER

FORDELE

BROADCOM-LØSNINGER

•	Branche: Forsikring/økonomiske 
ydelser

•	Region: Schweiz
•	Omfattede brugere: 5.000+
•	Løsninger: Symantec DLP Core- og e3 
DLP-produktservice 

•	Miljø: E-mail, internet, slutpunkt, mobil

1. SIKRING AF DATA I ET SKIFTENDE FORSIKRINGSLANDSKAB
Med skiftende krav til overholdelse og voksende afhængighed af digitale kanaler vidste dette 
schweiziske forsikringsselskab, at traditionelle databeskyttelsesmetoder ikke længere var nok. 
Følsomme kundedata – især på tværs af mobil-, e-mail- og skyplatforme – krævede større 
synlighed og kontrol. Symantec DLP i kombination med e3 DLP-tjenesten gjorde det muligt 
for dem at reagere hurtigt og præcist, hvilket muliggør overvågning i realtid uden at forstyrre 
brugeres arbejdsgange.

2. EN LANGSIGTET VISION FOR DATABESKYTTELSE
Dette forsikringsselskab havde modnet sin sikkerhedsstak i årevis – men manglede den 
centraliserede synlighed, der var nødvendig for at binde alt sammen. Med e3’s vejledning 
flyttede de fra fragmenterede værktøjer til en samlet DLP-ramme. Overgangen var problemfri 
takket være et dybt interessentengagement og en klar strategi. Det, der startede som en 
taktisk løsning, udviklede sig til en skalerbar, fremtidssikret sikkerhedsmodel.

3. BEVIS PÅ VÆRDI GENNEM EFFEKTIVITET OG BEVIDSTHED
Beslutningen var ikke kun teknisk – den var operationel. Andre lignende værktøjer førte 
til omkostninger og kompleksitet. e3 hjalp kunden med at levere en løsning, der skar 
ned på manuelt arbejde, reducerede omkostninger og styrkede medarbejdere gennem 
bevidsthedstræning. Resultatet: færre hændelser, hurtigere opdagelse og en betydelig 
reduktion af forretningsrisikoen – alt sammen inden for budgettet.

4. STANDARDEN FOR FREMTIDIGE IMPLEMENTERINGER
Efter en jævn udrulning blev virksomheden et referencepunkt for andre divisioner og 
branchefæller. Interne hold har nu et klart overblik over, hvor følsomme data bor og bevæger 
sig, og responstiden er blevet dramatisk forbedret.

•	Havde brug for lufttæt beskyttelse af 
følsomme kundedata på tværs af digitale 
kanaler

•	Stod over for øget reguleringsmæssig 
kontrol i henhold til GDPR og schweizisk 
datalov

•	Krævede problemfri integration i 
eksisterende infrastruktur

•	Pres for at reducere manuel 
sikkerhedsovervågning uden at svække 
sikkerheden

•	Opnåede stærkere overholdelse af GDPR 
og schweiziske databeskyttelseslove 
gennem automatiserede, politikdrevne 
kontroltiltag.

•	Reducerede manuel arbejdsbyrde og 
driftsomkostninger med overvågning i 
realtid og intelligent automatisering fra e3 
DLP-tjenesten.

•	Forbedrede synlighed i følsomme 
databevægelser og adgang

•	Reducerede manuel arbejdsbyrde og 
driftsomkostninger med overvågning i 
realtid og intelligent automatisering fra e3 
DLP-tjenesten.

•	Opnåede fuld synlighed over, hvordan 
følsomme forsikringstagerdata 
bevæger sig på tværs af sky-, mobil- og 
slutpunktsmiljøer.

•	Symantec DLP Core-licenser
•	e3 leverede en tilpasset Symantec DLP 

Core-løsning i kombination med e3 DLP, 
herunder overvågning og automatisering 
i realtid.

•	Leverede intern træning for at reducere 
risikoen for brugerfejl

OM E3
e3 er en førende leverandør af IT-sikkerhedsløsninger med et stærkt fokus på data
Tabsforebyggelse (DLP), datasikkerhed med nul tillid, og databeskyttelse. Med en
holistisk tilgang udvikler e3 skræddersyede sikkerhedsstrategier til organisationer
i forskellige brancher. Ved at kombinere innovative teknologier, dybt branchekendskab
og praktisk konsulentekspertise hjælper e3 kunderne med at minimere risici
og opfylde overholdelseskrav på en effektiv måde.

Med mange års erfaring og dokumenterede resultater leverer e3 pålidelige, fremtidssikre
løsninger, der giver virksomheder mulighed for at beskytte deres aktiver og fremme en
sikker digital transformation.

Få mere at vide på www.e3.eu 

http://www.e3.eu

